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**报告简介**

《国家网络安全产业发展规划》正式发布后，工业和信息化部与北京市人民政府决定建设国家网络安全产业园区，并提出分步实现网络安全产业发展目标。

产业规划发展路径分两步走，网络安全行业加速推进。《国家网络安全产业发展规划》提出两步走发展路径，首先到2020年，依托产业园带动北京市网络安全产业规模超过1000亿元，拉动GDP增长超过3300亿元，打造不少于3家年收入超过100亿元的骨干企业，其次到到2025年，依托产业园建成我国网络安全产业“五个基地”，即国家安全战略支撑基地、国际领先的网络安全研发基地、网络安全高端产业集聚示范基地、网络安全领军人才培育基地和网络安全产业制度创新基地。产业规划不仅对“硬”的层面，比如具体数据，如产业规模、对GDP拉动、骨干企业数目等，而且对“软”的层面，比如人才培育、制度创新等，均有具体要求。网络安全产业已经成为国家重点支持产业，有望驱动行业加速发展。

等保2.0标准发布，驱动行业需求加速释放。网络安全等级保护制度2.0标准已经下发，将于2019年12月1日正式实施。相比等保1.0，等保2.0在保护范围、法律效力、技术标准、安全体系、定级流程、定级指导等方面均发生变化，比如等保2.0加入对云计算、物联网和移动互联等领域的等级保护规范，测评分数的要求由60分提升至75分以上等。新政的实施，网络安全体系在即，将加速行业对信息安全产品需求的释放。

新兴赛道将迈入成长期，行业发展空间广阔。随着信息技术的发展，云计算、大数据、移动互联网、物联网、工业互联网等新兴技术已经被各行业广泛运用。但新技术的安全问题也不容忽视，比如物联网终端的安全问题、工业控制系统的安全问题等。目前云安全、工控安全、物联网安全等多条网络安全的新兴赛道涌现，并呈现加速发展的趋势。新兴领域前景广阔，将打开网络安全行业发展空间。

本研究咨询报告由北京中道泰和信息咨询有限公司领衔撰写，在大量周密的市场调研基础上，主要依据了国家统计局、国家工信部、国家公安部、国家发改委、中央网信办、国务院发展研究中心、、全国及海外多种相关报刊杂志以及专业研究机构公布和提供的大量资料，对中国网络安全行业及各子行业的发展状况、市场供需形势、进出口贸易等进行了分析，并重点分析了中国网络安全行业发展状况和特点，以及中国网络安全行业将面临的挑战、行业的发展策略等。报告还对国际网络安全行业发展态势作了详细分析，并对网络安全行业进行了趋向研判，是网络安全生产、经营企业，科研、投资机构等单位准确了解目前网络安全行业发展动态，把握企业定位和发展方向不可多得的精品。
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